Information on the processing of personal data through the video surveillance system and detection of license plates pursuant to Art. 13 of Regulation (EU) 2016/679

Aeroporto Guglielmo Marconi di Bologna S.p.A. – the Data Controller – has installed video surveillance and license plate reading systems near the access gates to the vehicle lanes in front of the Passenger Terminal subject to traffic restrictions and airport car park entrances (hereinafter "AdB"). These systems are in operation for vehicles in transit, suitably signaled before the relevant range of action by means of special signs bearing the notice "VIDEOSURVEILLANCE AREA", in accordance with the provisions of the General Provision on Video Surveillance of the Italian Privacy Authority, dated April 8th, 2010.

Data Controller
Aeroporto Guglielmo Marconi di Bologna S.p.A.
Address: Via Triumvirato, n. 84, 40132 Bologna (BO)

Data Protection Officer (DPO)
E-mail address: dpo@bologna-airport.it

Personal data processed ("Common Data")
The images and the license plate number of the vehicle passing through the parking areas will be recorded. The recording and processing of the images is done with logic strictly related to the purposes pursued and, in any case, in order to ensure the security and confidentiality of the images.

Purposes, legal basis of the treatment and storage period of the data
The video surveillance system and the license plate detection system are installed for security and protection of people and company assets, as well as for the prevention of possible frauds.
The legal basis applicable to the processing are the specific provisions of the regulations and regulations of the sector (i.e. ENAC National Security Plan) and the Legitimate Interest of the Data Controller.

The records are kept for a maximum period of 7 days from the moment the images are detected, except for images proving crimes that will be kept for the period strictly necessary to contest the crimes themselves and define any litigation.

The images of vehicle number plates will be kept for a maximum period of 24 hours from the exit time from the parking areas, for a maximum of 12 months.
Once the above-mentioned storage periods have elapsed, the data will be destroyed, deleted or made anonymous, compatibly with the technical deletion and backup procedures.

Delivery of data

Refusal to provide the data will make it impossible to gain access to AdB's premises. Access to the video-surveillance zones involves the collection, recording, storage and, in general, use of the images of the data subjects.

Persons authorised for processing

Only the parties expressly authorised for processing by AdB may view the recordings.

Recipients of the data

The data may be communicated to the Judicial and/or Public Security Authorities, including the Police stationed at the airport (Polaria, Guardia di Finanza, Carabinieri, etc.). The images taken will not be otherwise communicated or disseminated.

Rights of the interest party – complaint to the Control Authority

By contacting the Data Controller by e-mail at info@bologna-airport.it or parcheggi@bologna-airport.it (for license plate images only), interested parties can ask the Controller:

- access to the images that concern them;
- the opposition to the processing;
- the limitation of processing and/or cancellation where applicable.

Data subjects may also lodge a complaint with the competent supervisory authority.

The right to update or supplement, as well as the right of rectification as per art. 16 GDPR, cannot be exercised due to the intrinsic nature of the data processed (images collected in real time concerning an objective fact). It is not possible to exercise the right to portability of data as per art. 20 GDPR as the processing is carried out in execution of a legitimate interest of the Data Controller.

The interested party may request to view the images in which he or she believes he or she has been filmed by showing or attaching suitable identification documents to the request. The reply to a request for access may not include any data referring to third parties, unless the breakdown of the data processed or the deprivation of certain elements makes the personal data relating to the data subject incomprehensible. Once the above-mentioned storage terms have expired, it will be impossible to satisfy the access request.